
Cybersecurity Awareness Month 
Protect Your Data: Avoid sharing sensitive information, intellectual 
property or answering unsolicited emails and phone calls. 

Avoid Pop-Ups, Unknown Emails, and Links: Never enter personal 
or company information in response to an email, pop-up webpage, or 
any other form of communication you did not initiate. 

Use Strong Password Protection: A strong password contains at least 
10 characters and includes numbers, symbols, capital and 
lowercase letters. Be sure to change it on a regular basis. 

Connect to Secure Wi-Fi: A Virtual Private Network (VPN) is essential 
when doing work outside of the office or on a business trip. Public Wi-Fi 
networks can be risky and make your data vulnerable to being 
intercepted. 

Talk to your Information Technology (IT) Department: It is a good 
idea to work with IT if something like a software update hits a snag. Do 
not let a simple problem become more complex by attempting to “fix” it. 
If you are unsure, IT can help. 

Remember, Security is Everybody’s Business! 
The Department of Aviation’s Safety & Security Division is responsible for managing an effective Airport 
Security Program that ensures a safe and secure environment at the world's busiest and most efficient 
airport while exceeding customers' expectations and complying with applicable regulations, laws and 
codes. 
If you have questions, please contact the Safety & Security Division at SecurityID@atl.com. Thank you for 
your continued support of the Airport Security Program. 
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