
 

 
 

Cyber Security Awareness 
 

1. Always think twice before clicking on links or opening 
attachments. 

2. Verify requests for private information (yours or anyone’s), 
even if the request seems to come from someone you know. 

3. Protect your passwords. 
4. Protect your stuff! Lock it up or take it with you before you 

leave. 
5. Keep a clean machine! Keep your devices, apps, browsers, 

and anti-virus/anti-malware software patched and up to date. 
6. Back up critical files. 
7. Delete sensitive information when you are done with it. 
8. If it’s suspicious, report it! 

 
 

Remember, Security is Everybody’s Business! 

The Department of Aviation’s Safety & Security Division is responsible for managing an effective Airport 
Security Program that ensures a safe and secure environment at the world's busiest and most efficient 
airport while exceeding customers' expectations and complying with applicable regulations, laws and 
codes. 
If you have questions, please contact the Safety & Security Division at SecurityID@atl.com. Thank you for 
your continued support of the Airport Security Program. 
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