
 

 
 

Security Clearance Updates 
 

When employees are fingerprinted by our airport, they are enrolled 
into our Rap Back program, which allows continuous vetting of their 
Criminal History Record Check (CHRC). What this means is if any 
activity happens regarding their CHRC, we will receive that information 
immediately.  
 
Since vetting of current employees with active badges is continuous, 
there is no longer a need to be re-fingerprinted at renewal time if the 
badge remains in an active status and/or up to 30 days after returning 
the badge. This vetting also includes switching companies. 
 
We still encourage everyone to book an appointment to renew their 
badge prior to the expiry date to avoid any challenges. If unforeseen 
circumstances do occur, this allows an employee to renew their badge 
within 30 days of expiration without being re-fingerprinted. Employees 
with custom’s seals on their badge will also no longer need to be re-
fingerprinted. 
 
Employees must present proper paperwork, complete and accurate, 
and non-expired identification for Credentialing services each time 
they visit the office.  

 

Remember, Security is Everybody’s Business! 

The Department of Aviation’s Safety & Security Division is responsible for managing an effective Airport 
Security Program that ensures a safe and secure environment at the world's busiest and most efficient 
airport while exceeding customers' expectations and complying with applicable regulations, laws and codes. 

If you have questions, please contact the Safety & Security Division at SecurityID@atl.com. Thank you for 
your continued support of the Airport Security Program. 
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